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The aim of this study is to understand cyberloafing behavior of employees 
from the self-control perspective, and to examine differences in cyberloafing 
according to gender and age, and the gender-age interaction effect. We used 
survey questionnaires to collect data from 260 Malaysian employees in the 
public service sector. Our results indicate that the employees engage in 
cyberloafing with males cyberloafing more than females, irrespective of age. 
This study contributes to cyberloafing behavior literature by providing an 
explanation of gender difference in cyberloafing using the self-control theory. 
The non-significant results on difference in cyberloafing according to age and 
gender-age interaction effect are discussed. Implications of these results for 
research and organizational Internet policies and practices are presented. 
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1. Introduction 

*As a form of deviant behavior at work, 
cyberloafing is considered counterproductive since 
its activities such as browsing and emailing deter 
employees from completing tasks at work (Chen and 
Lim, 2012). Robinson and Bennett (1995) 
categorized deviant behavior at work into two 
categories of dimensions -- minor and serious 
dimensions, and the interpersonal or organization 
focused dimensions. The organization focused minor 
form of cyberloafing includes activities such as 
checking one’s personal email and visiting 
mainstream news, while the serious form includes 
activities such as online gambling and downloading 
music (Blanchard and Henle, 2008). The taxonomy of 
cyberloafing by Mastrangelo et al. (2006) divided 
this deviant behavior into nonproductive and 
counterproductive computer use. Nonproductive 
computer use refers to the use of computer at work 
for activities that are non-beneficial but non-
destructive to the organization. Examples of such 
activities include chatting, gaming, emailing, 
shopping, and viewing online media. 
Counterproductive computer use refers to the use of 
computer at work for activities that could be at odds 
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with the organization’s goals. Examples of such 
activities include distributing or downloading 
pornography, and producing computer viruses. 
Another frequently used label for cyberloafing is 
cyberslacking (O’Neill et al., 2014). 

Researchers found that cyberloafing has positive 
outcomes on employees since it can reduce stress, 
boredom and fatigue, and increase job satisfaction, 
recreation and recovery (Vitak et al., 2011), besides 
adding variety to everyday activities (Lim and Chen, 
2012). Coker (2013) found that Internet leisure 
surfing helps refresh employees’ engagement at 
work more than other forms of less enjoyable 
breaks. Taking occasional breaks from work is 
necessary since these breaks permit employees to 
restore their energy which is vital for enhancing 
their work performance (Chen and Lim, 2012). 
There are employees who cyberloaf to acquire 
information for self-development as well as 
professional advancement, or accomplish work-life 
balance (Anandarajan et al., 2006).  

In spite of the fact that cyberloafing can help 
enhance employees effectiveness, it might likewise 
draw employees to engage in counterproductive 
work behaviors (Jia et al., 2013). Cyberloafing can 
bring about threats including bandwidth loss, 
computer viral infection, legal liabilities (Lim, 2002), 
and reduced involvement at work (Liberman et al., 
2011). Employee use of Internet access for non-work 
related activities tend to result in lower job 
performance (Bock and Ho, 2009). Because of these 
negative consequences, researchers are more 
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concerned to understand cyberloafing behavior 
among employees.  

Despite the empirical evidence on negative effects 
of deviant behavior including cyberloafing on 
organizational performance, published work on 
cyberloafing within the Malaysian context especially 
in the public sector has been sparse. Past studies on 
deviant behavior at work in Malaysia did not focus 
on cyberloafing specifically, but on interpersonal and 
organizational deviance (Ahmad et al., 2016; 
Nasurdin et al., 2014). It must be acknowledged that 
there is an increase in the number of research on 
cyberloafing in other countries. However, few 
studies have explained cyberloafing from the self-
control perspective. Furthermore, the samples for 
previous cyberloafing studies consisted of mixed 
groups of working adults (Huma et al., 2017; Jia et 
al., 2013) and education institutions (Baturay and 
Toker, 2015; Blanchard and Henle, 2008) and to the 
best of our knowledge none in the non-education 
public service organizations. 

2. Self-control theory 

The self-control theory, developed by Gottfredson 
and Hirschi (1990), is a theory that explains how 
lack of self-control serves as an important factor 
behind deviant behavior. Based on this theory, 
deviant behavior is an expression of low self-control. 
Hence, low self-control individuals tend to engage in 
deviant behavior because such acts result in the 
immediate fulfillment of their desires. Additionally, 
low self-control individuals tend to lack persistence 
and their involvement in deviant behavior points to 
their inclination for immediate pleasure and failure 
to defer pleasure. It can be argued that individuals 
tend to engage in deviant behavior such as 
cyberloafing to seek pleasure since it is an easy act 
and a simple means of satisfying one’s desires. 
Vazsonyi and Belliston (2007) found that self-control 
is a more important predictor of deviant behavior 
compared to other predictors.  

According to Gottfredson and Hirschi (1990), self-
control is a factor that is developed since childhood 
through effective parenting, established at a young 
age, and remains stable at the adult stage as well as 
plays an important role in explaining the differences 
in deviant behavior across individuals. Specifically, it 
has been noted that consistent parental monitoring 
and discipline, together with love, leads to the 
establishment of self-control. Through parental 
socialization females tend to develop greater self-
control as compared to males, and self-control 
develops with age.  

Based on this theory, it has been argued that 
because most people regard females as in more 
danger than males with respect to misbehavior, 
parents tend to monitor the behavior of girls more 
carefully than that of boys (Tittle et al., 2003). This 
excess monitoring may continue into adulthood as 
society attempts to lessen opportunities for 
misbehavior among females. Since social 
acceptability is closely attached to female role, care 

providers tend to socialize girls in such a way that 
misbehavior is reduced. Hence, females tend to 
develop greater self-control as compared to males, 
and they tend to engage less in deviant behavior.  

3. Literature review and hypothesis development 

3.1. Gender and cyberloafing 

To understand Internet usage behaviors 
including cyberloafing, gender plays an important 
role. Chen and Lim (2012) studied cyberloafing 
among alumni members selected from a large Asian 
university and found that males tend to cyberloaf 
more than females. Similar results were found by Jia 
et al. (2013) who studied cyberloafing among a 
diverse set of working adults in the United States. In 
another study among American employees, there 
exists gender differences in cyber-loafing in which 
females tend to engage more in cyberloafing with 
respect to variety and frequency of loafing (Vitak et 
al., 2011). In a Turkish educational setting, Baturay 
and Toker (2015) found that males cyberloafed 
more than females. In general, the time that males 
spent in using the internet was more than females 
and thus males were more likely to experience 
greater Internet abuse risk than females 
(Stavropoulos et al., 2013). The literature and the 
self-control theory seem to support the notion that 
gender difference exists in cyberloafing with males 
engaging in it more than females. Hence, the 
following hypothesis was tested. 

 
H1: Male employees tend to cyberloaf at work more 
than female employees. 

3.2. Age and cyberloafing 

The difference in cyberloafing by age has been 
studied by researchers. A study by Jia et al. (2013) 
has shown that younger employees engage in 
cyberloafing more than older employees. Similarly, a 
study by Vitak et al. (2011) has also revealed that 
cyberloafing frequency is greater among younger 
than older employees. The association between 
cyberloafing and age has been demonstrated by 
Ugrin and Pearson (2013) who studied North 
American employees and found that a greater 
number of older employees viewed social 
networking as abusive at work more than their 
younger counterparts, and hence younger 
individuals were more likely to misuse the Internet 
more seriously than the older individuals 
(Mastrangelo et al., 2006). The use of Internet was 
found to be more common among individuals aged 
between late 20s to early 30s (Reed et al., 2005). 
Weiser (2000) found that the use of Internet for e-
mailing was greater among the younger age groups, 
but appeared to decrease gradually among 
individuals in the 41-and-older group. 

Despite the fact that studies have demonstrated 
that younger workers cyberloaf more than older 
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workers, an investigation by Restubog et al. (2011) 
among administrative university employees has 
shown conflicting results. They found that older 
employees engaged more in cyberloafing than 
younger employees. Generally, researchers have 
demonstrated that cyberloafing differs by age, and 
most studies are supportive of the notion that those 
who loaf the Internet more are the younger 
employees. Based on the self-control theory as 
earlier discussed and previous research findings, we 
tested the following hypothesis. 

 
H2: Younger employees tend to cyberloaf at work 
more than older employees. 

3.3. Gender-Age interaction and cyberloafing 

Few studies have tested gender and age 
interaction on cyber-related behaviors. Weiser 
(2000) assessed gender differences in the use of 
specific Internet applications among a younger age 
group sample (college students) and a more 
heterogeneous age group of online sample. Gender 
differences in specific Internet application 
preferences were found. Although age-related 
patterns in specific uses of the Internet were found, 
none of the gender and age interaction effects were 
significant, suggesting that differences in males’ and 
females’ patterns of Internet use differed little as a 
function of age. Similarly, Thayer and Ray (2006) 
explored variations in online communication 
preferences across gender and age and found no 
significant interaction effect of gender and age. 
Helsper (2010) investigated the role played by 
generation (eight age groups) in relation to gender 
differences in breadth of Internet use (number of 
online activities). The breadth or range of Internet 
activities undertaken by older Internet users was 
narrower than younger users, and that females and 
males differed in range of Internet use for the older 
age groups.  

The effect of gender-generation interaction in 
breadth of Internet use was significant. The limited 
studies on gender-age interaction on cyber-related 
behaviors produced mixed results, and to the best of 
our knowledge, the gender-age interaction effect on 
employee cyberloafing behavior has not been 
reported yet and hence we tested the following 
hypothesis.  

 
H3: There is a significant gender and age interaction 
effect on cyberloafing. 

4. Methodology 

4.1. Sample and procedure 

Two hundred and sixty-one employees from a 
public service organization in Malaysia constituted 
the survey sample. Self-administered questionnaire 
was used to gather data. We chose the public 
organization since in spite of the government’s 

commitment to enhance employee civility through 
the formation of the Public Complaints Bureau in 
2000, the civility can still be improved by reducing 
employees’ negative behavior (Siddiquee, 2006).  

In this survey, the questions were in two 
languages -- English and Malay, with Malay being the 
first language and English the second language of 
Malaysians. Originally, the questions were in English, 
and before data gathering they were translated to 
Malay and then back translated to ensure that their 
meanings were comparable. The participants were 
assured of the confidentiality of all their responses.  

The participants’ mean age was 33.63 years (SD = 
8.41), and there were 153 (58.8%) females and 107 
(41.2%) males. Of the 260 participants, 127 (49%) 
were executives while 133 (51%) non-executives, 
and 179 (68.8%) had tertiary education and the rest 
81 (31.2%) secondary education.  

4.2. Measures 

Cyberloafing was measured using nine items 
adapted from two cyperloafing scales by Blanchard 
and Henle (2008) and Lim (2002), two and six items, 
respectively. A seven-point response choices 
extending from 1 (never) to 7 (very often) were 
utilized. The activities include those which have not 
been included by the pioneering work of Lim (2002), 
such as writing and reading blogs, and instant 
messaging which have become commonplace.  

In this study, we conducted the social desirability 
bias test to address the possible limitation arising 
from responses that might not indicate the actual 
frequency of engagement in cyberloafing. In this 
study, the Crowne-Marlowe ten-item short version 
social desirability scale (Crowne and Marlowe, 1960) 
was used with true and false response options. 
Employees were requested to indicate whether the 
statements depict themselves. A sample item is 
“When I don’t know something, I don’t at all mind 
admitting it”. We assigned a score of 0 to true and 1 
to false option, and reverse coded negative 
statements. Social desirability test scores may differ 
among respondents as well as in various settings. We 
summated the scores to determine the social 
desirability bias of each respondent and a higher 
score shows a greater social desirability bias. We 
then computed the means and standard deviations of 
the scores. The social desirability bias mean score 
was low (M = 4.43, SD = 1.66), hence indicative of a 
low response bias in the sample. 

4.3. Data analysis 

We determined the reliability of the scale and 
obtained an acceptable Cronbach alpha coefficient of 
.96. Means and standard deviations for the scale 
items were computed. We examined the difference 
by gender (male and female) and age (≤30 and > 30 
years), and the gender-age interaction effect using 
ANOVA. 
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5. Results and discussion  

Table 1 presents the cyberloafing item means and 
standard deviations. Overall, the extent of 
cyberloafing was moderate (M = 3.71, SD = 1.85). 
The item “Receive, send, and check non-work related 
email” had the highest mean (M = 4.00, SD = 1.86), 
while the item “Browse employment website” 

 
Table 1: Means and standard deviations of items 

measuring cyberloafing 
Item M SD 

Receive, send, and check non-work related email 4.00 1.86 
Browse non-work related website (e.g.: 

entertainment, political, sports, and etc.) 
3.85 1.82 

Participate in non-related work chat rooms and 
instant messaging. 

3.83 2.07 

Browse social networking. (e.g. Facebook, Twitter) 3.82 2.05 
Write and read blogs 3.73 2.13 

Play games online 3.57 2.27 
Download movies and music 3.57 2.25 

Shop online for personal goods 3.56 2.17 
Browse employment website 3.44 2.22 

Overall 3.71 1.85 

 

(M = 3.44, SD = 2.22) had the lowest mean. 
Overall, the employees were more involved in non-
work related emailing, browsing non-work related 
websites, instant messaging and social networking. 
They engaged to a lesser extent in playing games 
online, downloading movies and music, shopping 
online, and browsing employment websites Table 2 
presents the means and standard deviations of 
cyberloafing by gender and age. 

 
Table 2:  Summary statistics of cyberloafing by gender and 

age 
Variable Category N M SD 

Gender 
Male 107 4.20 1.94 

Female 153 3.36 1.70 

Age 
≤ 30 130 3.82 1.75 
> 30 130 3.59 1.94 

 

Results of ANOVA revealed that the main effect of 
gender on cyberloafing was significant (F1,256 = 
13.87, p = .00) such that male employees cyberloafed 
at work more than female employees, thus 
supporting H1. However, the main effect of employee 
age on cyberloafing was not significant (F1,256 = 1.16, 
p = .28) and therefore, this does not support H2 on 
age difference in cyberloafing (Table 3). The 
interaction effect of gender and age on cyberloafing 
was not significant (F1,256 = .12, p = .73) such that for 
both male and female employees, the extent of 
cyberloafing did not differ significantly irrespective 
of whether they are in the younger or older age 
category. The results indicate that the predictive 
power of gender on cyberloafing was not contingent 
upon employee age category. Hence, the results do 
not support the hypothesis that cyberloafing is 
dependent on age-gender interaction (H3). 

The significant difference by gender is in line with 
the results of previous studies (Vitak et al., 2011; Lim 
and Chen, 2012; Jia et al., 2013; Baturay and Toker, 
2015) whereby males were found to be more 
significantly involved in cyberloafing than females. 
From the self-control perspective, females tend to 

have stronger self-control than males and hence 
engage less in deviant behavior. This is so because 
the danger associated with misbehaving among 
females is perceived as greater than among males, 
and thus girls are monitored more closely by their 
parents than boys with the hope that they do not 
engage in deviant behavior. 

 
Table 3: ANOVA for cyberloafing by gender and age 

Variable df SS MS F p 
Gender 1 45.15 45.15 3.87 .00 

Age 1 3.79 3.79 1.16 .28 
Gender x Age 1 0.39 0.39 0.12 .73 

Error 256 833.54 3.26   
Total  882.87    

 
Previous studies have provided several 

explanations for the gender difference in 
cyberloafing. Males were more confident than 
females in the use of Internet (Weiser, 2000; 
Hargittai and Shafer, 2006). Women tend to view 
cyberloafing as an unproductive activity because of 
their greater anxiety and inability to take advantage 
of the information available from the Internet (Chen 
and Lim, 2012), and thus women tend to cyberloaf 
less than men. Men tend to view cyberloafing at 
work as positive and hence are more likely to 
cyberloaf (Lim and Chen, 2012).  

Although technological abilities, confidence in 
Internet use, higher web familiarity as well as 
positive perceptions could be associated with 
greater engagement in cyberloafing, a study 
conducted by Restubog et al. (2011) on 
administrative and non-academic university 
employees revealed that low self-control employees 
are more probable to engage in cyberloafing. It is 
possible that despite these positive qualities, males 
tend to be less successful in controlling themselves 
from engaging in cyberloafing. We regard our results 
on gender difference in cyberloafing as supportive of 
the self-control theory. 

However, the non-significant difference in 
cyberloafing according to age does not seem to 
support the self-control theory. Although it is 
acknowledged that self-control may improve as 
individuals grow older (Gottfredson and Hirschi, 
1990), and researchers have acknowledged that 
there are empirical support for the age-deviance 
relationship (Loeber and Farrington, 2014; 
Farrington et al., 2013), Tittle et al. (2003) found 
that self-control could not explain misbehavior 
among different age groups. As cyberloafing 
behaviour is often engaged in when employees have 
access to the Internet at work, this could serve as a 
situational trigger for the behavior (Weatherbee, 
2014), and in this study, since the opportunities may 
be equally available to younger and older employees, 
it is therefore likely that the tendency to cyberloaf 
among both age groups is not significantly different.  

Similarly, it can be argued that since technological 
skills is associated with the Internet abuse, and 
younger employees have greater skills, thus 
increasing the probability of their engagement in 
deviant behavior (Stavropoulos et al., 2013), it is 
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probable that the older age group has gradually 
catched up with the lag in IT skills and hence are as 
computer savvy as their younger counterparts. The 
acquired skills may serve as another possible 
precondition that drives low self-control older 
employees to engage in cyberloafing.  

Studies conducted on employees have shown, to a 
certain extent, the benefits of blocking black listed 
websites using reminders to reduce the cyberloafing 
behavior (Glassman et al., 2015), and employing 
monitoring systems to monitor the Internet 
activities and employing punishments on employees 
who have been caught cyberloafing (Ugrin and 
Pearson, 2013). However, studies by Tittle et al. 
(2003) and Restubog et al. (2011) revealed that low 
self-control employees had greater propensity to 
engage in deviant behavior, and monitoring low self-
control employees through, for example, tracking 
employees’ email and other Internet activities 
followed by disciplinary actions, may help 
organizations to deter cyberloafing. Additionally, a 
study by Vazsonyi and Belliston (2007) has also 
found that self-control is a more important predictor 
of deviant behavior, compared to other predictors. 
According to Vitak et al. (2011), self-control, to a 
certain extent, can be restored by making employees 
aware of the linkage between deviant behavior and 
potential negative work outcomes. Hence, employers 
need to create awareness of the negative 
consequences of cyberloafing to deter this behavior. 

There are a few probable limitations of this 
present study. Our results may be vulnerable to 
problems associated with common method variance 
since our data were gathered through self-reports. 
However, since this study examined individual 
experiences in cyberloafing, a deviant behavior, it is 
acceptable to use self-report measures. Besides, as 
indicated by Spector (2006), the problem of common 
method variance has been for the most part 
overstated. We have a few reasons for believing that 
the problem pertaining to social desirability 
response is not a major limitation in this present 
study. First, the anonymous data obtained probably 
reduced the problem associated with social 
desirability responses. Second, the social desirability 
bias test that we conducted using the scale by 
Crowne and Marlowe (1960) produced a mean score 
of 4.42 showing a low response bias. Besides self-
report, the sample, consisting of Malaysian 
employees in the public service sector, may pose 
another limitation to this study and this may affect 
the generalizability of the findings. There is, 
therefore, a need to conduct studies on employees 
from the private industries before the findings can 
be generalized to other populations.  

6. Conclusion 

We conclude that irrespective of age, employees 
engage in cyberloafing and the engagement of males 
in cyberloafing is more than females. The gender 
difference in cyberloafing may be explained by the 
self-control theory. Employee engagement in 

cyberloafing has significant implications for 
employers since it has turned out to be a pervasive 
employee problem for organizations. It implies the 
need for organizations to monitor the use of the 
Internet by employees and to detect illegal usage to 
curb this problem. As for researchers, when 
examining factors that contribute to cyberloafing, 
they may need to consider self-control as one of the 
possible factors, and gender as a likely moderating  
or a contigency variable. The non-significant findings 
on difference in cyberloafing by age and the gender-
age interaction effect suggest the need to further 
examine this phenomenon.  
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